Sangfor CM (Central Manager) is a next-generation centralized management platform designed to simplify multi-branch management and operation for enterprises. In addition to comprehensive policy management, Sangfor CM is equipped to display branch status and orchestrate all business operations from a single centralized location.
Simplified Multi-Component Management

One Sangfor CM is capable of simultaneous management of multiple Sangfor products (MIG, WANO, IAG, NGAF and aBOS).

Operation Visualization

With clear and comprehensive branch status display in a map format and VPN status as topography, IT managers can visualize all operations and quickly identify any abnormalities or issues.
**Business Orchestration**

Sangfor CM supports auto-VPN network orchestration and makes branch policy distribution quick and uniform. Star networks, tree networks or full mesh networks are easily connected and managed by IT Managers using Sangfor CM.

Sangfor CM enables intelligent SD-WAN path selection dependent on business needs, maximizing WAN link value and improving business reliability.

**Unified Management**

Sangfor CM supports unified firmware upgrades and branch license management without requiring an on-site engineer, greatly simplifying and streamlining IT Manager daily operations.
### Features List

<table>
<thead>
<tr>
<th>Module</th>
<th>Features</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Supported Products</strong></td>
<td>NGAF, IAG, WANO, MiG, SIER, aBOS</td>
</tr>
<tr>
<td><strong>Visualization</strong></td>
<td>Branch display in map</td>
</tr>
<tr>
<td></td>
<td>VPN status display in topology</td>
</tr>
<tr>
<td></td>
<td>Detailed branch device resource usage and business status</td>
</tr>
<tr>
<td></td>
<td>Sangfor CM resource usage status</td>
</tr>
<tr>
<td><strong>Policy Management</strong></td>
<td>Email deployment for controlled products</td>
</tr>
<tr>
<td></td>
<td>Policy template for unified update of all controlled products policy</td>
</tr>
<tr>
<td><strong>Business Orchestration</strong></td>
<td>Auto VPN</td>
</tr>
<tr>
<td></td>
<td>SD-WAN path selection</td>
</tr>
<tr>
<td><strong>Branch License Management</strong></td>
<td>Branch license management</td>
</tr>
<tr>
<td><strong>Alarm</strong></td>
<td>Sangfor CM device alarm</td>
</tr>
<tr>
<td></td>
<td>Branch business alarm</td>
</tr>
<tr>
<td></td>
<td>Branch device alarm</td>
</tr>
<tr>
<td><strong>Report</strong></td>
<td>Today/This Week/This Month based report</td>
</tr>
<tr>
<td></td>
<td>Alarms Over Past 24Hrs</td>
</tr>
<tr>
<td></td>
<td>Top Branches By Alarms</td>
</tr>
</tbody>
</table>
# Datasheet

<table>
<thead>
<tr>
<th>Module</th>
<th>Max. Branches</th>
<th>Network Interface</th>
<th>RAM</th>
<th>HD Capacity</th>
<th>Power [Watt] (Typical)</th>
<th>System Dimensions (mm)</th>
<th>System/Packaged Weight</th>
<th>Temperature Range</th>
<th>Relative Humidity</th>
</tr>
</thead>
<tbody>
<tr>
<td>BBC-1000</td>
<td>2000</td>
<td>6*GbE</td>
<td>2*8G</td>
<td>240G SSD 1T HDD</td>
<td>180W</td>
<td>390<em>430</em>44.5</td>
<td>6.7Kg/8.7Kg</td>
<td>0°C~40°C</td>
<td>5%~95% non-condensing</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Module</th>
<th>Max. Branches</th>
<th>CPU Requirements</th>
<th>RAM Requirements</th>
<th>HD Capacity Requirements</th>
</tr>
</thead>
<tbody>
<tr>
<td>vBBC-200</td>
<td>200</td>
<td>2*2.4GHz</td>
<td>8G</td>
<td>800G</td>
</tr>
<tr>
<td>vBBC-2000</td>
<td>2000</td>
<td>4*2.4GHz</td>
<td>16G</td>
<td>800G</td>
</tr>
<tr>
<td>Platform Requirements</td>
<td>Sangfor HCI/aCloud, VMware</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>
SANGFOR INTERNATIONAL OFFICES

SANGFOR SINGAPORE
8 Burn Road # 04-09, Trivex, Singapore (369977)
Tel: (+65) 6276-9133

SANGFOR HONG KONG (CHINA)
Unit 1612-16, 16/F, The Metropolis Tower, 10 Metropolis Drive, Hung Hom, Kowloon, Hong Kong
Tel: (+852) 3845-5410

SANGFOR INDONESIA
MD Place 3rd Floor, JI Setiabudi No.7, Jakarta Selatan 12910, Indonesia
Tel: (+62) 21-2966-9283

SANGFOR MALAYSIA
No. 45-10 The Boulevard Offices, Mid Valley City, Lingkaran Syed Putra, 59200 Kuala Lumpur, Malaysia
Tel: (+60) 3-2702-3644

SANGFOR THAILAND
141 Major Tower Thonglor (Thonglor10) Floor 11 Sukhumvit Road, Kholingtna Nuewa Wattana BKK, Thailand 10110
Tel: (+66) 02-002-0118

SANGFOR PHILIPPINES
7A, OPL Building, 100 Don Carlos Palanca, Legazpi, Makati, 122 Metro, Manila, Philippines.
Tel: (+63) 0916-267-7322

SANGFOR VIETNAM
4th Floor, M Building, Street C, Phu My Hung, Tan Phu Ward, District 7, HCMC, Vietnam
Tel: (+84) 287-1005018

SANGFOR SOUTH KOREA
Floor 17, Room 1703, Yuwon bldg, 1f6, Seosomun-ro, Jung-gu, Seoul, Republic of Korea
Tel: (+82) 2-6261-0999

SANGFOR EMEA
D-81(D-Wing), Dubai Silicon Oasis HQ Building, Dubai, UAE
Tel: (+971) 528855-2520

SANGFOR PAKISTAN
D44, Navy Housing Scheme, ZamZamma, Karachi, Pakistan
Tel: (+92) 333-3365967

SANGFOR ITALY
Floor 8, Via Marsala, 368, 21013 Gallarate VA, Italia
Tel: (+39) 0331-648773

SANGFOR TURKEY
Turgut Ozal Street, Zentra Istanbul, First Floor, Office.
20 Çekmeköy / İstanbul, Postal Code: 34788
Tel: (+90) 546-1615678

AVAILABLE SOLUTIONS

IAG
Simplify User & Network Management

NGAF
Smarter Security Powered By AI

Endpoint Secure
The Future of Endpoint Security

Cyber Command
Powerful Intelligent Threat and Detection Platform

TIARA
Threat Identification, Analysis and Risk Management

Incident Response
Closed-loop Incident Response Service Solution

HCI
Driving Hyperconvergence to Fully Converged

MCS
Your Digital Infrastructure Exclusive Store
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Ultimate User Experience that Beats PC

SD-WAN
Boost Your Branch Business With Sangfor
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Cloud-based SASE for Branch Offices & Remote Users
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