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Make Your Digital Transformation Simpler and Secure. This is Sangfor 

Technologies' commitment to our customers. Since forming in 2000, Sangfor 

has been a global leader of IT infrastructure, cyber security and cloud 

computing solutions.

Three business groups deliver industry leading products & services for 

Hyper-Converged Infrastructure (HCI), Virtual Desktop Infrastructure (VDI), 

Next-generation Firewall (NGFW), Endpoint Protection (EPP), Secure Web 

Gateway (SWG), Network Detection & Response (NDR), Secure Access 

Service Edge (SASE), Anti-Ransomware, eXtended Detection & Response 

(XDR) and Managed Detection & Response (MDR). Constant innovation and 

dedication to creating value for our customers form the heart of our corporate 

strategy.

Sangfor’s 9500+ employees take customers' business needs and user 

experience seriously by servicing and supporting them at over 60 branch & 

representative o�ces covering exciting locations like Hong Kong, Malaysia, 

Thailand, Indonesia, Singapore, Philippines, Vietnam, Pakistan, Italy, Mexico, 

Türkiye, UAE and Saudi Arabia.

24 9500+ 60
Employees Branch O�cesYears

Cyber Security

Protect Your Business
with World-Class Security

Cloud Computing

Build and Run Any Application with 
Reliability and Security

Sundray

Cutting-Edge Enterprise
Wi-Fi & IoT Solutions



 

CONTINUOUS INNOVATION &
EXCELLENT SERVICE
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Sangfor invests at least 20% of annual revenue in R&D to improve products and develop new solutions at our five R&D centers. With over 

2,700+ patents, Sangfor has more patent applications submitted in 2024. This dedication to innovation enables us to release product 

updates every quarter and launch new products annually. We pride ourselves on our excellent service. Customers enjoy fast 24x7 online 

support 365 days a year and personalized on-site service support from over 10,000 certified engineers at our three Customer Service 

Centers in Malaysia & China.

Remote 24/7
Support

Sangfor has more than 100,000 satisfied customers worldwide, 

including Fortune Global 500 companies. Governments, universities 

& schools, financial institutions, manufacturing, and other industries 

trust us to protect them from the next generation of cyberthreats and 

help them on their digital transformation journey with a future-proof 

IT infrastructure.

Local Wholly-owned
Subsidiaries for Better 
and Faster Services

Multilingual Call Center
in Malaysia

ISO9001
Certified
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Sangfor Fortune Global 500 Customers
More than 10% of the Fortune Global 500 companies are Sangfor Customers

Governments, Universities & Schools, Financial Institutions, Manufacturing and Others



AWARDS & ACHIEVEMENTS
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SAP

SAP Certified for Cloud and 

Infrastructure Operations and SAP 

HANA Operations (2022)

Cybersecurity Excellence
Awards 2022

Gold Winner for the Most Innovative 

Cybersecurity Company and Best 

Cybersecurity Company

VirusTotal

Member of various technology 

alliances including VirusTotal with 

Sangfor Engine Zero recognized by 

VirusTotal as the newest, best and 

brightest cloud malware sandbox 

vendor

IDC

Ranked as a Top 3 vendor for SWG, 

NGFW, IPSec/SSL VPN, Application 

Delivery, HCI, and VDI in China 

(2022)

Global InfoSec Awards 2023

Visionary Cyber Security Company

Hot Company Extended Detection 

and Response (XDR)
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Frost & Sullivan

Best Practices Company of the Year 

Award in the APAC Next-Generation 

Firewall (NGFW) Industry (2023)

Recognized in the Frost & Sullivan 

Frost Radar™ for SASE, 2023 
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CyberRatings.org

Sangfor NGAF Achieves Recommended 

Rating in CyberRatings.org’s Enterprise 

Firewall Test (2023)

CMMI Level 5

Sangfor has successfully passed and

received CMMI Level 5, the highest 

level of CMMI certification

AV-TEST

Sangfor Endpoint Secure receives 

the "TOP PRODUCT" award for the 

best Windows antivirus software for 

business users (2023)



Gartner Recognition
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Included in the Forrester Reports

Now Tech:The Network Analysis 

and Visibility Landscape, Q1 2023

Now Tech: Web Application 

Firewalls, Q2 2022

Now Tech: Enterprise Firewalls, 

Q2 2022

Now Tech: Zero Trust Network 

Access (ZTNA), Q2 2021

Now Tech: Cloud Security 

Gateways,  Q1 2021

SWG VPN

 SSL
VPN

WANO

HCI

Gartner

NGFW

AD

Magic Quadrant*

Top 2 APAC Vendor for Hyperconverged Infrastructure Systems in Gartner® Market Share (3Q2023)

Top 5 Vendors for Security Software by Revenue in APAC (2022) 

Top 5 Global NDR Vendor for Two Consecutive Years in Gartner® Market Share Report (4Q22 & 2022) 

Top 5 Global Vendor for Enterprise WLAN Controllers in Gartner® Market Share (2022 & 1Q23) 

*Currently or previously listed in the Gartner Magic Quadrant.



Recognized as a "Visionary" Vendor in the Gartner®Magic 
Quadrant for Network Firewalls (2021-2022)
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Listed in the Gartner Peer Insights 
'Voice of the Customer' Reports  

Authentic Customer Feedback

Note: As of August 2023

Source: Gartner Peer insights

Currently or previouly recognized in the Gartner Peer Insights 

'Voice of the Customer' Reports for NGFW, HCI, and SWG

Sangfor HCI

4.8 94 Reviews

Sangfor Cyber Command

4.8 28 Reviews

Sangfor Next-Generation Firewall

4.9 75 Reviews

Sangfor Internet Access Gateway

4.8 74 Reviews

Sangfor Endpoint Secure

4.9 24 Reviews



Sangfor Internet Access Gateway

CYBER SECURITY

Full-Featured Secure Web Gateway for Powerful Internet Access and User Management
Sangfor IAG (Internet Access Gateway) is a best-in-class Secure Web Gateway (SWG) solution that controls access to and from the Internet. 

It prevents unsecured tra�c from entering or leaving an organization's internal network and monitors and controls the behavior of all network 

users. Its superior in-house development and design o�er comprehensive visibility into user identity, applications, and protection for all 

network users.

Sangfor Network Secure
Smarter AI-Powered Defense 
Sangfor Network Secure (previously known as Sangfor NGAF) is the world's first next-generation firewall that incorporates the latest AI 

technology, cloud threat intelligence, next-generation web application firewall (NG-WAF), cloud deception, IoT security, and SOC Lite. 

Together, these capabilities provide robust protection from known and unknown threats to enterprise networks and business systems while 

simplifying security operations and management.

The Future of Endpoint Security
Sangfor Endpoint Secure provides innovative security capabilities that vastly outpace prevention, detection, response, and investigation over 

existing endpoint protection solutions.  Known and rogue endpoint asset management and vulnerability management quickly identify attack 

surfaces needing to be fixed. With the industry's only built-in ransomware honeypot, Endpoint Secure can kill ransomware in three seconds. It 

accurately identifies and mitigates malicious processes created by advanced persistent threats (APTs) using the AI-driven Sangfor Neural-X 

threat intelligence and Engine Zero malware detection engine. Using Sangfor’s XDDR (extended, detection, defense & response) security 

framework, Endpoint Secure seamlessly integrates with Network Secure, IAG, and Cyber Command for threat correlation and coordinated 

response, such as blocking suspicious network activity and disconnecting infected endpoints to prevent lateral spread.
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Promote User Productivity and Acceptable Use Policies (AUP)

Enforce Audit and Secure Internet Access Compliance Policies

Uncover Malicious Encrypted Tra�c with Unparalleled Visibility

Provide Comprehensive Bandwidth Management and 

Application Control

Integrated Next Generation Firewall + Next Generation WAF + 

Cloud Deception

Industry-Leading Advanced Malware Detection with 

AI-powered Engine Zero & Neural-X 

SOC Lite: Intuitive Threat Visibility, Response Guidance, and 

Automated Security Operations 

"Visionary" Vendor in Gartner Magic Quadrant for Network 

Firewalls and "Recommended" Rating in CyberRatings’ 

Enterprise Firewall Test

Sangfor Endpoint Secure

The Only Comprehensive Solution Today That Can Kill 

Ransomware in 3 Seconds

On-premise, Cloud-Based or Hybrid Management for 

Scalability

AI Powered Protection with Neural-X threat intelligence and 

Engine Zero malware detection engine
Direct Integration with Sangfor Network Secure and IAG



Sangfor Cyber Command

Intelligent Threat Detection and Response Platform
Sangfor Cyber Command is a Network Detection and Response (NDR) platform that uses purpose-built AI and machine learning algorithms 

to monitor network tra�c and detect anomalies in real time. Integrated User and Entity Behavior Analytics (UEBA) further enhances the 

detection of abnormal user behaviors. Once the threat is verified, Cyber Command uses its automated SOAR playbook to respond like 

isolating compromised hosts. The platform’s always-on threat-hunting approach identifies entry points and the attack chain of events to 

facilitate investigation and remediation e�orts. Moreover, its Simplified SecOps dashboard and compatibility with third-party security tools 

enables streamlined cybersecurity operation.

0307

Accurately identifies anomalies and potential threats in real-time 

Dive deep to uncover attack entry points, identify patient zero, 

visualize attack chain of events, and analyze root causes

Swiftly respond to verified threats with automated SOAR 

playbook

Streamline security operations with our Simplified SecOps 

dashboard and seamless 3rd-party integration

Sangfor Access Secure

Elevating Network Security & Connectivity in the Digital Age
In an era defined by digital transformation, Sangfor Access Secure stands out as a leading Secure Access Service Edge (SASE) solution. It is 

engineered with modern enterprise needs in mind, combining powerful security and connectivity capabilities into a single solution.

Combines state-of-the-art AI-powered threat detection technologies with up-to-date global threat intelligence to detect and identify known 

and unknown threats.
 
Employs human logic and professional skepticism in threat analysis to provide context-relevant threat notifications and alerts.

Enhances the e�ectiveness and value of security operations by leveraging the know-how and expertise of seasoned security professionals 

to respond to threats.
 
Gain peace of mind with continuous, round-the-clock threat detection and response operations.

Sangfor Cyber Guardian - MDR
Managed Detection and Response (MDR) Service

Cloud Native Hyperscale Architecture: Adaptability and scalability 

for evolving business needs.

Unparalleled Network & User Visibility: Comprehensive insights 

for informed, strategic decision-making.

Real-time Threat Prevention: AI-driven defenses combat 

advanced, evolving threats.

Simplified Central Management: E�cient, centralized control 

streamlines operations.

Sangfor Cyber Guardian combines state-of-the-art AI-powered threat detection technologies with real-time global threat intelligence to detect 

and identify known and unknown threats.  The service validates the AI using both human logic and professional skepticism during threat analysis 

to provide you with context-relevant threat notifications and alerts. You will also leverage the expertise of over 800 security professionals to 

enhance the e�ectiveness of your organization’s security operations and threat response. This will improve your security operations with 

round-the-clock monitoring without requiring additional overhead or security resources.

Leverage an experienced security 

operations team to strengthen 

in-house talent’s ability to defend 

your organization

Strengthen your organization's 

security posture with relevant expert 

recommendations

Optimize security policies and 

processes based on industry best 

practices
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TIARA Assessment: a lightweight security assessment service that helps you quickly and easily determine the threat posture of your entire 

network.
 
TIARA Recommendations: relevant recommendations for improvement planning and remediation of security gaps to strengthen your security 

posture.

Sangfor Cyber Guardian - TIARA
Threat Identification, Analysis and Risk Management

Response and Investigation: Sangfor IR focuses on containing security incidents and conducting in-depth investigations to identify the breach 

entry point and the attack chain of events. Relevant remediation recommendations are provided to you to fix all security gaps found during 

the investigation.
 
Experienced Investigators: Our team of security experts come from a wide variety of o�ensive and defensive backgrounds and have 

investigated and remediated over 400 IR cases. The Cyber Guardian IR team can quickly identify any exploited security gaps and residual 

risks of a security incident, enabling them to uncover any malicious activity, including hidden threats and obfuscated payloads.

Sangfor Cyber Guardian - Incident Response (IR)
Detection of External Threats

CLOUD COMPUTING & INFRASTRUCTURE

Sangfor HCI (Hyper-converged Infrastructure) is the most advanced software-defined data center (SDDC) architecture available today. Built 

on innovative 3rd generation hyper-converged technology, Sangfor HCI provides a unified IT infrastructure that encompasses compute, 

storage, networking, and security, enabling simplified operations and maintenance. It runs key business applications like databases, ERP, 

financial systems, and production systems with the utmost performance, reliability, and security.

Sangfor HCI
Enterprise-Centric HCI Cloud Computing Platform

Data Center Consolidation Cloud Management Platform

Enterprise Application Hosting

Multi-Tenant Management

Data Protection and Disaster Recovery
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Contact UsContact Us

marketing@sangfor.comhttps://www.facebook.com/Sangfor

https://www.linkedin.com/company/sangfor-technologies

https://www.youtube.com/user/SangforTechnologies www.sangfor.com

sales@sangfor.com

Trusted Managed Cloud Service Provider

Reliable and Secure Cloud Infrastructure Services for Medium 

and Large Organizations

Provides a Tailored, Dedicated and Easily Managed Cloud 

Infrastructure

O�ers Infrastructure-as-a-Service and Platform-as-a-Service

Sangfor Managed Cloud Services (MCS) are local cloud services using Sangfor’s full range of cloud products and platform capabilities. Along 

with local Infrastructure-as-a-Service (IaaS) and the option for a Tailored Dedicated Zone, Sangfor MCS also o�ers disaster recovery (DR) 

services, managed security services, professional database administration (DBA) services, and consultancy services for setting up cloud data 

centers. Sangfor MCS gives organizations greater operational flexibility for a seamless transition to a Hybrid Cloud, while ensuring data 

protection, compliance with local data protection regulations, and optimal ROI.

Sangfor Managed Cloud Services
Simplify and Secure Your Digital Transformation Journey

A Superior Virtual Desktop Solution for Any Organization

High Performance Powered by NVIDIA GPU

Developed with Windows 11 in Mind

Comprehensive Security

Sangfor aDesk is a Virtual Desktop Infrastructure (VDI) solution that allows businesses to evolve e�ortlessly from traditional PC workspaces 

to digital workspaces. It provides a unified architecture by integrating server, desktop, and application virtualization using Sangfor HCI. This 

gives administrators streamlined deployment, management, and maintenance of virtual desktops with a comprehensive range of proprietary 

security and networking technologies.  Users can work securely and e�ciently from any device, anywhere, and anytime.

Sangfor aDesk
One-Stop Virtual Desktop Infrastructure with Outstanding Performance

Proven Track Record with Thousands of Customers

Data Reliability and Security

Great Price-Performance

Flexible Integration

Sangfor aStor is an enterprise-grade storage solution employing software-defined technology for simplified management, flexible allocation, 

and linear scalability of storage resources. It uses a symmetric distributed architecture running on x86 servers that supports block, file, and 

object storage services in one platform. aStor meets diverse enterprise storage needs with a focus on high performance, low total cost of 

ownership (TCO), and robust reliability.

Sangfor aStor
Enterprise-Grade Storage



INTERNATIONAL
BRANCH & REPRESENTATIVE OFFICES

Singapore

Indonesia

South Korea Pakistan

China PhilippinesThailand

Vietnam

Malaysia

Italy 

UAE

MexicoTürkiye Saudi Arabia

SANGFOR SINGAPORE

10 Ubi Crescent, #04-26 Ubi

Techpark (Lobby B), Singapore 408564

Tel: (+65) 6276-9133

SANGFOR HONG KONG (CHINA)

Unit 1612-16, 16/F, The Metropolis Tower, 

10 Metropolis Drive, Hung Hom, 

Kowloon, Hong Kong

Tel: (+852) 3845-5410

SANGFOR INDONESIA

Atrium Mulia 3rd Floor, Jl. H.R. Rasuna Said Kav.

B 10-11 Kuningan, Setia Budi, Kecamatan 

Setiabudi, Kota Jakarta Selatan, Daerah Khusus 

Ibukota Jakarta 12910, Indonesia

Tel: (+62) 21-2168-4132

SANGFOR MALAYSIA 

No. 45-10 The Boulevard O�ces, 

Mid Valley City, Lingkaran Syed Putra, 

59200 Kuala Lumpur, Malaysia

Tel: (+60) 3-2702-3644

SANGFOR THAILAND

141 Major Tower Thonglor (Thonglor10)

Floor 11 Sukhumvit Road, Kholngtan Nuea

Wattana BKK, Thailand 10110

Tel: (+66) 02-002-0118

SANGFOR PHILIPPINES

Unit 14B 14th Floor, Rufino Pacific Tower, 

6784 Ayala Avenue, Makati City, Metro Manila,

Philippines

Tel: (+63) 917-117-9346

SANGFOR VIETNAM

210 Bùi Văn Ba, Tân Thuận Đông, Quận 7, 

Thành phố Hồ Chí Minh 700000, Vietnam

Tel: (+84) 903-631-488

SANGFOR SOUTH KOREA

Floor 17, Room 1703, Yuwon bldg. 116, 

Seosomunro, Jung-gu, Seoul, Republic of Korea

Tel: (+82) 2-6261-0999

SANGFOR UAE

D-81 (D-Wing), Dubai Silicon Oasis HQ Building,

Dubai, UAE

Tel: (+971) 52855-2520

SANGFOR PAKISTAN

O�ce No.210, 2nd Floor, "The Forum", 

Plot No. G-20, Block 9, Khayaban-e-Jami, Clifton, 

Karachi, Pakistan

South Region: +92 321 2373991

North Region: +92 345 2869434

Central Region: +92 321 4654743

SANGFOR ITALY

Floor 8, Via Marsala, 36B, 21013 Gallarate VA, Italia

Tel: (+39) 0331-6487-73

SANGFOR TÜRKIYE

A Blok. Kat 51. D 643, Atatürk Mh, Ertuğrul Gazi Sk, 

Metropol İstanbul Sitesi. 34758 Ataşehir/İstanbul

Tel: (+90) 216-5156969

GLOBAL SERVICE CENTER

Tel: +60 12711 7129

tech.support@sangfor.com
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